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Minority Access to Research Careers; 93.96, 
Special Minority Initiatives; 93.859, 
Biomedical Research and Research Training, 
National Institutes of Health, HHS) 

Dated: June 9, 2016. 
Melanie J. Gray, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2016–14056 Filed 6–14–16; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HEALTH AND 
HUMAN SERVICES 

National Institutes of Health 

National Institute on Deafness and 
Other Communication Disorders; 
Notice of Closed Meeting 

Pursuant to section 10(d) of the 
Federal Advisory Committee Act, as 
amended (5 U.S.C. App.), notice is 
hereby given of the following meeting. 

The meeting will be closed to the 
public in accordance with the 
provisions set forth in sections 
552b(c)(4) and 552b(c)(6), Title 5 U.S.C., 
as amended. The grant applications and 
the discussions could disclose 
confidential trade secrets or commercial 
property such as patentable material, 
and personal information concerning 
individuals associated with the grant 
applications, the disclosure of which 
would constitute a clearly unwarranted 
invasion of personal privacy. 

Name of Committee: National Institute on 
Deafness and Other Communication 
Disorders Special Emphasis Panel; Human 
Ear Tissue Lab Resource. 

Date: June 28, 2016. 
Time: 12:00 p.m. to 2:30 p.m. 
Agenda: To review and evaluate grant 

applications. 
Place: National Institutes of Health, 

Neuroscience Center, 6001 Executive 
Boulevard, Rockville, MD 20852 (Telephone 
Conference Call). 

Contact Person: Sheo Singh, Ph.D., 
Scientific Review Officer, Scientific Review 
Branch, Division of Extramural Activities, 
6001 Executive Blvd., Room 8351, Bethesda, 
MD 20892, 301–496–8683, singhs@
nidcd.nih.gov. 

This notice is being published less than 15 
days prior to the meeting due to the timing 
limitations imposed by the review and 
funding cycle. 
(Catalogue of Federal Domestic Assistance 
Program Nos. 93.173, Biological Research 
Related to Deafness and Communicative 
Disorders, National Institutes of Health, HHS) 

Dated: June 9, 2016. 
Sylvia L. Neal, 
Program Analyst, Office of Federal Advisory 
Committee Policy. 
[FR Doc. 2016–14055 Filed 6–14–16; 8:45 am] 

BILLING CODE 4140–01–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Coast Guard 

[Docket No. USCG–2016–0301] 

Navigation Safety Advisory Council; 
Vacancies 

AGENCY: Coast Guard, Department of 
Homeland Security. 
ACTION: Request for applications. 

SUMMARY: The Coast Guard seeks 
applications for membership on the 
Navigation Safety Advisory Council. 
The Navigation Safety Advisory Council 
provides advice and recommendations 
to the Secretary of Homeland Security, 
through the Commandant of the U.S. 
Coast Guard, on matters relating to 
maritime collisions, rammings, and 
groundings; Inland Rules of the Road; 
International Rules of the Road; 
navigation regulations and equipment, 
routing measures, marine information, 
diving safety, and aids to navigation 
systems. 

DATES: Completed applications should 
reach the Coast Guard on or before 
August 15, 2016. 
ADDRESSES: Applicants should send a 
cover letter expressing interest in an 
appointment to the Navigation Safety 
Advisory Council that identifies which 
membership category the applicant is 
applying under, along with a resume 
detailing the applicant’s experience via 
one of the following methods: 

• By Email: to George.H.Detweiler@
uscg.mil (preferred); 

• By Mail: Commandant (CG–NAV– 
2)/NAVSAC Attn: Mr. George Detweiler, 
Alternate Designated Federal Officer, 
Commandant (CG–NAV–2), U.S. Coast 
Guard, 2703 Martin Luther King Avenue 
SE., STOP 7418, Washington, DC 
20593–7418; or 

• By Fax: 202–372–1991. 
FOR FURTHER INFORMATION CONTACT: Mr. 
George Detweiler, the Navigation Safety 
Advisory Council Alternate Designated 
Federal Officer, telephone 202–372– 
1566, fax 202–372–1991, or email 
George.H.Detweiler@uscg.mil. 
SUPPLEMENTARY INFORMATION: The 
Navigation Safety Advisory Council is a 
federal advisory committee authorized 
by 33 U.S.C. 2073 and chartered under 
the provisions of the Federal Advisory 
Committee Act, (Title 5 U.S.C. 
Appendix). 

The Navigation Safety Advisory 
Council provides advice and 
recommendations to the Secretary of 
Homeland Security, through the 
Commandant of the U.S. Coast Guard, 
on matters relating to maritime 

collisions, rammings, and groundings; 
Inland Rules of the Road; International 
Rules of the Road; navigation 
regulations and equipment, routing 
measures, marine information, diving 
safety, and aids to navigation systems. 

The Navigation Safety Advisory 
Council is expected to meet at least 
twice each year. All members serve at 
their own expense and receive no salary 
from the Federal Government, although 
travel reimbursement and per diem may 
be provided for called meetings. 

The Coast Guard will consider 
applications for seven positions that 
will be vacant on November 4, 2016, in 
the following membership categories 
only: 

a. Commercial vessel owners and 
operators; 

b. Professional mariners; 
c. Recreational boaters; 
d. Recreational Boating Industry; and 
e. State agencies responsible for vessel 

or port safety. 
To be eligible, applicants should have 

experience in one of the categories 
listed above. Members serve terms of 
office of up to three (3) years. Members 
are limited to serving no more than two 
(2) consecutive terms. In the event the 
Navigation Safety Advisory Council 
terminates, all appointments to the 
Council terminate. 

Registered lobbyists are not eligible to 
serve on federal advisory committees in 
an individual capacity. See ‘‘Revised 
Guidance on Appointment of Lobbyists 
to Federal Advisory Committees, Boards 
and Commissions’’ (79 FR 47482, 
August 13, 2014). Registered lobbyists 
are lobbyists required to comply with 
provisions contained in 2 U.S.C. 1605. 

The Department of Homeland 
Security does not discriminate in 
selecting Council members on the basis 
of race, color, religion, sex, national 
origin, political affiliation, sexual 
orientation, gender identity, marital 
status, disability and genetic 
information, age, membership in an 
employee organization, or any other 
non-merit factor. The Department of 
Homeland Security strives to achieve a 
widely diverse candidate pool for all of 
its recruitment actions. 

If you are interested in applying to 
become a member of the Council, 
submit your complete application 
package to Mr. George Detweiler, the 
Navigation Safety Advisory Council 
Alternate Designated Federal Officer via 
one of the transmittal methods in the 
ADDRESSES section by the deadline in 
the DATES section of this notice. 

All email submittals will receive 
email receipt confirmation. 
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Dated: June 10, 2016. 
David C. Barata, 
Captain, U.S. Coast Guard, Acting Director, 
Marine Transportation Systems. 
[FR Doc. 2016–14154 Filed 6–14–16; 8:45 am] 

BILLING CODE 9110–04–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Federal Emergency Management 
Agency 

[Docket ID FEMA–2016–0011] 

Individuals and Households Program 
Unified Guidance 

AGENCY: Federal Emergency 
Management Agency, DHS. 
ACTION: Notice. 

SUMMARY: The Federal Emergency 
Management Agency (FEMA) is 
accepting comments on the Individuals 
and Households Program Unified 
Guidance. 

DATES: Comments must be received by 
August 1, 2016. 
ADDRESSES: Comments must be 
identified by docket ID FEMA–2016– 
0011 and may be submitted by one of 
the following methods: 

Federal eRulemaking Portal: http://
www.regulations.gov. Follow the 
instructions for submitting comments. 
Please note that this proposed policy is 
not a rulemaking and the Federal 
Rulemaking Portal is being utilized only 
as a mechanism for receiving comments. 

Mail: Regulatory Affairs Division, 
Office of Chief Counsel, Federal 
Emergency Management Agency, 8NE, 
500 C Street SW., Washington, DC 
20472–3100. 
FOR FURTHER INFORMATION CONTACT: 
Johnathan Torres, Individual Assistance 
Division, Federal Emergency 
Management Agency, 500 C Street SW., 
Washington, DC 20472, (202–212–1079) 
or (FEMA-IHPUG-Comments@
fema.dhs.gov). 

SUPPLEMENTARY INFORMATION: 

I. Public Participation 

Instructions: All submissions received 
must include the agency name and 
docket ID. Regardless of the method 
used for submitting comments or 
material, all submissions will be posted, 
without change, to the Federal 
eRulemaking Portal at http://
www.regulations.gov, and will include 
any personal information you provide. 
Therefore, submitting this information 
makes it public. You may wish to read 
the Privacy Act notice, which can be 
viewed by clicking on the ‘‘Privacy 

Notice’’ link in the footer of 
www.regulations.gov. 

You may submit your comments and 
material by the methods specified in the 
ADDRESSES section. Please submit your 
comments and any supporting material 
by only one means to avoid the receipt 
and review of duplicate submissions. 

Docket: The proposed guidance is 
available in docket ID FEMA–2016– 
0011. For access to the docket to read 
background documents or comments 
received, go to the Federal eRulemaking 
Portal at http://www.regulations.gov and 
search for the docket ID. Submitted 
comments may also be inspected at 
FEMA, Office of Chief Counsel, 8NE, 
500 C Street SW., Washington, DC 
20472. 

II. Background 

FEMA is requesting comment on its 
proposed Individuals and Households 
Program Unified Guidance describing 
the policies for the Individuals and 
Households Program. The proposed 
guidance compiles FEMA policy for 
each type of assistance under the 
Individuals and Households Program 
into one comprehensive document and 
is intended to serve as a singular 
resource for States, Territorial, Indian 
Tribal Governments, and other entities 
who assist disaster survivors with post- 
disaster recovery. The proposed 
guidance does not have the force or 
effect of law. 

FEMA seeks comment on the 
proposed guidance, which is available 
online at http://www.regulations.gov in 
docket ID FEMA–2016–0011. Based on 
the comments received, FEMA may 
make appropriate revisions to the 
proposed guidance. Although FEMA 
will consider any comments received in 
the drafting of the final guidance, FEMA 
will not provide a response to 
comments document. When or if FEMA 
issues final guidance, FEMA will 
publish a notice of availability in the 
Federal Register and make the final 
guidance available at http://
www.regulations.gov. The final 
guidance would not have the force or 
effect of law. 

Authority: 42 U.S.C. 5174. 

Matthew Payne, 
Director of the Policy Division, Office of Policy 
and Program Analysis, Federal Emergency 
Management Agency. 
[FR Doc. 2016–14118 Filed 6–14–16; 8:45 am] 

BILLING CODE 9111–23–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Cybersecurity Information Sharing Act 
of 2015 Final Guidance Documents— 
Notice of Availability 

AGENCY: National Protection and 
Programs Directorate, DHS. 
ACTION: Notice of availability. 

SUMMARY: DHS is announcing the 
availability of Cybersecurity Information 
Sharing Act of 2015 (CISA) Final 
Guidance Documents jointly issued 
with the Department of Justice (DOJ) in 
compliance with the Act, which 
authorizes the voluntary sharing and 
receiving of cyber threat indicators and 
defensive measures for cybersecurity 
purposes, consistent with certain 
protections, including privacy and civil 
liberty protections. 
ADDRESSES: The CISA final guidance 
documents may be found on www.us- 
cert.gov/ais. 
FOR FURTHER INFORMATION CONTACT: If 
you have questions about this notice, 
email cisaimplementation@hq.dhs.gov 
or call Matthew Shabat at (703) 235– 
5338. Questions may also be directed by 
mail to Matthew Shabat, 245 Murray 
Lane SW., Mail Stop 0610, Washington, 
DC 20528–0610. 
SUPPLEMENTARY INFORMATION: The CISA 
requires the Secretary of DHS and the 
Attorney General to jointly develop and 
make publicly available— 

• guidance to assist non-Federal 
entities and promote sharing of cyber 
threat indicators with the Federal 
Government; 

• interim and final guidelines for the 
protection of privacy and civil liberties; 
and 

• interim and final procedures related 
to the receipt of cyber threat indicators 
and defensive measures by the 
Government, which happen principally 
through the existing DHS-operated 
Automated Indicator Sharing (AIS) 
initiative, web form and email 
communications to DHS, and through 
direct submissions to Federal agencies. 

Authority and Background 
On December 18, 2015, the President 

signed into law the Consolidated 
Appropriations Act, 2016, Public Law 
114–113, which included at Division N, 
Title I the Cybersecurity Information 
Sharing Act of 2015 (CISA). Congress 
designed CISA to establish a voluntary 
cybersecurity information sharing 
process that encourages public and 
private sector entities to share cyber 
threat indicators and defensive 
measures while protecting privacy and 
civil liberties. The CISA requires 
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